


"We see everything we need 
directly in the Salt dashboard, 
so we can triage events more 
efficiently. We’ve improved 
our mean time to respond 10 
fold, and we’re using the Salt 
platform to automatically 
block API attacks."

Mali Gorantla, 
head of product and data 
security, Finastra

After testing multiple solutions, the team found Salt Security provided 

the context Finastra needed to identify all the APIs running in the 

company’s environments, identify and block attackers, and share insights 

for the development teams to harden their APIs. “We were able to see 

this rich context in the Salt dashboard within a couple of hours.” 

The Salt approach to API data discovery is comprehensive – the system 

deploys out of band and collects an enormous amount of data on 

APIs, including the sensitive data they expose, across all application 

environments. Salt funnels that data into its big data engine and applies 

AI and ML to learn and dynamically update API patterns. Salt identifies 

abnormal behavior and uses that rich context to quickly ascertain if the 

behavior is different because an API changed or is different because it’s 

malicious.

“We see everything we need directly in the Salt dashboard, so we can 

triage events more efficiently,” says Gorantla. “We’ve improved our 

mean time to respond 10 fold, and we’re using the Salt platform to 

automatically block API attacks.”

Top use cases for Finastra:

•	 full API discovery: Salt gives Finastra a continuous inventory of all 
its APIs, with rich details such as parameter information and where 
requests and responses include sensitive data

•	 automatic attack prevention: Finastra is able to tap Salt to block API 
attacks without needing human intervention

•	 compliance: Finastra uses the Salt platform to continuously capture 
API details and enhance documentation 
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